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Adaxes Active Directory Self Service 

 

This document outlines the steps taken for a user to manage his/her own Windows password or unlock 

said account. 
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Enroll with Adaxes 

Enrollment is required for all new users in order to take advantage of the various features such as 

password reset or account unlock. 

 

1. Navigate to the website https://munerissui.taxdefensenetwork.com/adaxes#/SignIn 

2. Sign in using your current Windows credentials (username is firstname.lastname)  

 

3. Click the Enroll Now button when prompted. 

 

 

 

 

 

https://munerissui.taxdefensenetwork.com/adaxes#/SignIn
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4. Create 3 security questions and answers. 

 

5. Enter your personal cell phone number starting with +1 and including the area code (Ex: 

+1904#######). This is required for 2-factor authentication and is not optional.  

 

6. Enter the pin number received via text at the phone number you provided. 
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7. You are officially enrolled. 
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Unlock Windows Account 

A user’s Windows account can be unlocked if too many invalid password attempts were previously 

made. 

 

1. At the Windows login screen, click the Reset Password button. 

 

2. The taxdefense\username should be automatically filled out. If not, enter that information then 

press the Next button. 
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3. Complete the Human Verification screen then proceed. 

 

4. Enter the pin code sent to you via text message (the number on file for the enrolled user). 

 

5. Answer the 3 security questions. 
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6. Finally, you can choose to just unlock your account or reset your password AND unlock your 

account. 
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Proactively Change Windows Password 

A user can proactively change their Windows password before the 90-day expiration but no sooner than 

5 days after last password set. This method is recommended over reactively changing the password as it 

is faster and does not require answers to security questions. 

 

1. Navigate to the website https://munerissui.taxdefensenetwork.com/adaxes#/SignIn 

2. Sign in using your current Windows credentials (username is firstname.lastname)  

 

3. Click the Change Password button in the top right corner of the page 

 

 

 

https://munerissui.taxdefensenetwork.com/adaxes#/SignIn
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4. Enter your current good password, create/confirm your new password and finally click the OK 

button when finished. Please note that your new password meets the password policy. 

 

5. You will be taken back to the previous/main page. Note your new password expiry information. 
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Change Expired Windows Password 

If a password has expired after its 90 days, a user can reactively change it at the computer logon screen 

or by accessing the Adaxes website. It is recommended to not wait until expiration as this method takes 

longer and requires security questions to be answered. 

 

1. Access the Adaxes system via one of the two methods depending on your scenario. 

a. For users sitting in front of the computer they are trying to access, click the “Reset 

Password” button at the logon page.  
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b. For users who remote into another machine such as Tax Professionals, proceed to 

access the Adaxes website https://munerissui.taxdefensenetwork.com/adaxes#/SignIn 

 

 

 

 

 

 

 

 

https://munerissui.taxdefensenetwork.com/adaxes#/SignIn
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2. Complete the Human Verification screen. 

 

3. Enter the pin code sent to you via text message (the number on file for the enrolled user). 

 

4. Answer the 3 security questions. 
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5. Create a new password. Please note that the new password must meet the criteria of the 

password policy. 

 

6. You have successfully reset your password. 

 


